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	Mr. Weiming Li

Weiming is a versatile technology professional has more than 15 years working experience in IT industry.  He has solid experience in Cloud Computing, SOA, Open Source and Linux technology.  Now he works as a technical trainer in classroom delivery with overall 4.9 CSAT in 2016.  He’s known for a personable approach to clients and co-workers as well as for delivering and implementing advanced software solutions to business, fluent in English & Mandarin, and good at motivating people and collaboration.
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